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Everyday Security

Across Down
2. when our information is compromised
4, often hidden in e-mail attachments

10. take sensitive conversations somewhere ______ . what the criminals want
11. you have one of these for each account . required to access data

1. people who enter behind you
3
5
6
12. meant for specific employees only 7. scams in your inbox
8
9
1

. keeps your computer defended

13. what to do when you see something wrong . the digital threat

14, information not meant for sharing . how much data should you see?

16. everyone must use theirown _____ 5. do this to your computer when you walk away
17. how you should destroy hard copies



Everyday Security Challenge
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Across Down
2. when hacks happen 1. sneaky followers
4, electronic infection 3. vitamins for software
10. not in the open 5. criminal's payday

11. not your pet's name, if strong 6. requirement for access
12. for certain eyes only 7. email phraud

13. the best response 8. online antagonism

14. what secrets should be 9. minimal access

16. secure neckwear, sometimes 15. a secure screen

17. expert data destruction




Phishing Phray
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cybercriminals malware information executives click spearphishing
delete report hyperlinks urgency attachment sender skeptical
manipulation apple imposter smishing email password fraud



Phishing Phray
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Across Down
2. cybercriminals infect systems with 1. a scammer who pretends to be a real company
6. a stolen gives them access to your account 3. scammers want you to feel a sense of
8. pressing this key will keep you safe 4. phisher's commit
11. to be dubious, doubtful, disbelieving 5. a type of personalized scam
14. these are the villains of the internet 7. what phishers use to deliver scam messages
16. scammers use phishing to get 9. don't click bogus in a phishing message
17. check the e-mail's to help spot phishing 10. malware hides in this

12. these employees are often targeted by scammers
13. phisher's want you to on links or attachments
15. what you should do when you spot a phish



Phishing Phray (challenge)

[<[=]
|
[~
|

]

Across

3. beware: phishers sighted within
6. digital desperadoes

11. illegitimate instructions

12. a frantic feeling

14. high-tech terror

15. fast finger's flub

16. phisher's treasure

17. hunted head-honchos

Down

1. the key to end a scam

2. stolen symbols

4. actor against an @

5. not the real thing

7. personalized scams

8. malware delivery mechanism
9. www connections

10. dubious, doubtful, disbelieving
13. responsible response




Puzzling Privacy
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Across Down
2. we the amount of data we collect and store 1. what we do to data when it isn't needed anymore
3. privacy is all about this 4. we need to be about how we collect and use personal data
6. we let people access their data to ensure it's 5. a principle that keeps people informed and gives them decisions
9. what you should have to access personal data about their data
10. what you should do when personal data is at risk 7. what happens when personal data is compromised
13. personal data needs to stay 8. privacy in the EU
14, the type of data that's about a person 11. our word for keeping personal data confidential

15. what we send to people if we experience a data breach 12. the permission to collect or use personal data
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Puzzling Privacy
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accuracy confidential consent databreach destroy fairness gdpr
minimize needtoknow notification personal privacy report
transparent  trust



Puzzling Privacy (challenge)

Across

4. where law, technology, society, and philosophy intersect
7. permission

11. privacy, with a French accent

13. your actions earn it, or lose it

14. get the least amount

15. none of your business

Down

1. see through

2. shred it, crush it, burn it
3. data breach briefing

5.
6
8

top secret ... for personal data

. inform on
. basis for seeing data
9.

required for precision

10. unauthorized acquisition
12. decency when it comes to personal data



Remote Office Riddle
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personal public router phishing admin report encryption
password livemeeting cloud locked smartphone vpn connections
privacy theft loss wifi



Remote Office Riddle
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Across Down
2. configure this device for remote office security 1. your home office should be when you're not there
4. what to do when something's wrong 3. secure are essential to protect data
7. these messages will always phind you, even when working at home 5. protect this with a PIN or password
10. try to separate business and while working remotely 6. data or devices in public are vulnerable to this
12. the secure place to store files 8. be aware of security when working in _____
13. unique for each account 9. being careless can lead to
14, a way to protect files when sharing 11. something you'll want when working on confidential info
15. use one of these to connect safely 16. connect to this with care

17. for when we can't see each other in person
18. change your router's password from its default



Remote Office Riddle (challenge)
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Across Down
3. confidential code 1. check before sending
4, secure signal, sometimes 2. video enabled?
5. secure connection tech. 6. locked letters
7. shouldn’'t mix with business 9. Wi-Fi maker
8. here be shoulder surfer's 10. you have it when you're alone
12. from this, no inbox is safe 11. pickpocket's objective
16. phone left on a bus, for example 13. somewhere fluffy for your files
17. a need for your phone, door, network 14. see something?

18. work e-mail, in your pocket 15. router's highest authority
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