
Your Password = Their Payday
If you’re still using “123456” as your password, you’re bringing 
payday that much closer for a scammer. Here are a few phishing 
stats that might surprise you.

#BeCyberSmart during Cybersecurity Awareness Month.

It’s easy to keeping your accounts secure and your passwords 
hard to crack, just visit staysafeonline.org
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65%
of US organizations 
experienced a successful 
phishing attack last year.

53%
Percentage of people 
who continue to use the 
same password even after 
a breach.

59%
Percentage of people in 
organizations who rely on 
their memory to manage 
their passwords.

123456
The weakest password 
in the world, still used 
by 3% of people.

69%
of employees share passwords 
with co-workers to access 
information.

Proofpoint's 2020 State of the Phish

Source: LogMeIn. Psychology of Passwords 2020

Source: Splashdata. The Top 50 Worst Passwords of 2019

Ponemon Institute: 2020 State of Passwords and Authentication Security 
Behaviors Report.

The amount of time it takes 
to crack a weak password.
Source: Better Buys. Estimating Password Cracking Times 2016

Source: First Contact 2019


