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KEY:

Reference: DISA Cloud Security
Requirements Guide (SRG), virl
FedRAMP: Federal Risk and Authorization
Management Program

NSS: National Security System

PA: Provisional Authorization

Notes:

e At any point in this decision tree,
systems or applications can be assessed
as “Not Cloud-worthy” for technical,
financial or mission-specific reasons.

e The logic of this flow chart is intended
to drive a decision maker to the LEAST
RESTRICTIVE Cloud Deployment Model.
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