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SEC. 811. ACQUISITION AND MANAGEMENT OF INFORMATION TECHNOLOGY.

(a) RESPONSIBILITY OF DOD CHIEF INFORMATION OFFICER RELATING TO MISSION CRITICAL AND MISSION ESSENTIAL INFORMATION TECHNOLOGY SYSTEMS- Section 2223(a) of title 10, United States Code, is amended--

(1) by striking `and' at the end of paragraph (3);

(2) by striking the period at the end of paragraph (4) and inserting `; and'; and

(3) by adding at the end the following:

`(5) maintain a consolidated inventory of Department of Defense mission critical and mission essential information systems, identify interfaces between those systems and other information systems, and develop and maintain contingency plans for responding to a disruption in the operation of any of those information systems.'.

(b) MINIMUM PLANNING REQUIREMENTS FOR THE ACQUISITION OF INFORMATION TECHNOLOGY SYSTEMS- 
(1) Not later than 60 days after the date of the enactment of this Act, Department of Defense Directive 5000.1 shall be revised to establish minimum planning requirements for the acquisition of information technology systems.

(2) The revised directive required by (1) shall--

(A) include definitions of the terms `mission critical information system' and `mission essential information system';

(B) prohibit the award of any contract for the acquisition of a mission critical or mission essential information technology system until--

(i) the system has been registered with the Chief Information Officer of the Department of Defense;

(ii) the Chief Information Officer has received all information on the system that is required under the directive to be provided to that official; and

(iii) the Chief Information Officer has determined that there is in place for the system an appropriate information assurance strategy; and

(C) require that, in the case of each system registered pursuant to subparagraph (B)(i), the information required under subparagraph (B)(ii) to be submitted as part of the registration shall be updated on not less than a quarterly basis.

(c) MILESTONE APPROVAL FOR MAJOR AUTOMATED INFORMATION SYSTEMS- The revised directive required by subsection (b) shall prohibit Milestone I approval, Milestone II approval, or Milestone III approval (or the equivalent) of a major automated information system within the Department of Defense until the Chief Information Officer has determined that--

(1) the system is being developed in accordance with the requirements of division E of the Clinger-Cohen Act of 1996 (40 U.S.C. 1401 et seq.);

(2) appropriate actions have been taken with respect to the system in the areas of business process reengineering, analysis of alternatives, economic analysis, and performance measures; and

(3) the system has been registered as described in subsection (b)(2)(B).

(d) NOTICE OF REDESIGNATION OF SYSTEMS- 
(1) Whenever during fiscal year 2001, 2002, or 2003 the Chief Information Officer designates a system previously designated as a major automated information system to be in a designation category other than a major automated information system, the Chief Information Officer shall notify the congressional defense committees of that designation. The notice shall be provided not later than 30 days after the date of that designation. Any such notice shall include the rationale for the decision to make the designation and a description of the program management oversight that will be implemented for the system so designated.

(2) Not later than 60 days after the date of the enactment of this Act, the Chief Information Officer shall submit to the congressional defense committees a report specifying each information system of the Department of Defense previously designated as a major automated information system that is currently designated in a designation category other than a major automated information system including designation as a `special interest major technology initiative'. The report shall include for each such system the information specified in the third sentence of paragraph (1).

(e) ANNUAL IMPLEMENTATION REPORT- 
(1) The Secretary of Defense shall submit to the congressional defense committees, not later than April 1 of each of fiscal years 2001, 2002, and 2003, a report on the implementation of the requirements of this section during the preceding fiscal year.

(2) The report for a fiscal year under paragraph (1) shall include, at a minimum, for each major automated information system that was approved during such preceding fiscal year under Department of Defense Directive 5000.1 (as revised pursuant to subsection (b)), the following:

(A) The funding baseline.

(B) The milestone schedule.

(C) The actions that have been taken to ensure compliance with the requirements of this section and the directive.

(3) The first report shall include, in addition to the information required by paragraph (2), an explanation of the manner in which the responsible officials within the Department of Defense have addressed, or intend to address, the following acquisition issues for each major automated information system planned to be acquired after that fiscal year:

(A) Requirements definition.

(B) Presentation of a business case analysis, including an analysis of alternatives and a calculation of return on investment.

(C) Performance measurement.

(D) Test and evaluation.

(E) Interoperability.

(F) Cost, schedule, and performance baselines.

(G) Information assurance.

(H) Incremental fielding and implementation.

(I) Risk mitigation.

(J) The role of integrated product teams.

(K) Issues arising from implementation of the Command, Control, Communications, Computers, Intelligence, Surveillance, and Reconnaissance Plan required by Department of Defense Directive 5000.1 and Chairman of the Joint Chiefs of Staff Instruction 3170.01.

(L) Oversight, including the Chief Information Officer's oversight of decision reviews.

(f) DEFINITIONS- In this section:

(1) The term `Chief Information Officer' means the senior official of the Department of Defense designated by the Secretary of Defense pursuant to section 3506 of title 44, United States Code.

(2) The term `information technology system' has the meaning given the term `information technology' in section 5002 of the Clinger-Cohen Act of 1996 (40 U.S.C. 1401).

(3) The term `major automated information system' has the meaning given that term in Department of Defense Directive 5000.1.
SEC. 812. TRACKING AND MANAGEMENT OF INFORMATION TECHNOLOGY PURCHASES.

(a) IN GENERAL- 
(1) Chapter 131 of title 10, United States Code, is amended by adding at the end the following new section:

`Sec. 2225. Information technology purchases: tracking and management

`(a) COLLECTION OF DATA REQUIRED- To improve tracking and management of information technology products and services by the Department of Defense, the Secretary of Defense shall provide for the collection of the data described in subsection (b) for each purchase of such products or services made by a military department or Defense Agency in excess of the simplified acquisition threshold, regardless of whether such a purchase is made in the form of a contract, task order, delivery order, military interdepartmental purchase request, or any other form of interagency agreement.

`(b) DATA TO BE COLLECTED- The data required to be collected under subsection (a) includes the following:

`(1) The products or services purchased.

`(2) Whether the products or services are categorized as commercially available off-the-shelf items, other commercial items, nondevelopmental items other than commercial items, other noncommercial items, or services.

`(3) The total dollar amount of the purchase.

`(4) The form of contracting action used to make the purchase.

`(5) In the case of a purchase made through an agency other than the Department of Defense--

`(A) the agency through which the purchase is made; and

`(B) the reasons for making the purchase through that agency.

`(6) The type of pricing used to make the purchase (whether fixed price or another type of pricing).

`(7) The extent of competition provided in making the purchase.

`(8) A statement regarding whether the purchase was made from--

`(A) a small business concern;

`(B) a small business concern owned and controlled by socially and economically disadvantaged individuals; or

`(C) a small business concern owned and controlled by women.

`(9) A statement regarding whether the purchase was made in compliance with the planning requirements under sections 5122 and 5123 of the Clinger-Cohen Act of 1996 (40 U.S.C. 1422, 1423).

`(c) RESPONSIBILITY TO ENSURE FAIRNESS OF CERTAIN PRICES- The head of each contracting activity in the Department of Defense shall have responsibility for ensuring the fairness and reasonableness of unit prices paid by the contracting activity for information technology products and services that are frequently purchased commercially available off-the-shelf items.

`(d) LIMITATION ON CERTAIN PURCHASES- No purchase of information technology products or services in excess of the simplified acquisition threshold shall be made for the Department of Defense from a Federal agency outside the Department of Defense unless--

`(1) the purchase data is collected in accordance with subsection (a); or

`(2)(A) in the case of a purchase by a Defense Agency, the purchase is approved by the Under Secretary of Defense for Acquisition, Technology, and Logistics; or

`(B) in the case of a purchase by a military department, the purchase is approved by the senior procurement executive of the military department.

`(e) ANNUAL REPORT- Not later than March 15 of each year, the Secretary of Defense shall submit to the Committees on Armed Services of the Senate and the House of Representatives a report containing a summary of the data collected in accordance with subsection (a).

`(f) DEFINITIONS- In this section:

`(1) The term `senior procurement executive', with respect to a military department, means the official designated as the senior procurement executive for the military department for the purposes of section 16(3) of the Office of Federal Procurement Policy Act (41 U.S.C. 414(3)).

`(2) The term `simplified acquisition threshold' has the meaning given the term in section 4(11) of the Office of Federal Procurement Policy Act (41 U.S.C. 403(11)).

`(3) The term `small business concern' means a business concern that meets the applicable size standards prescribed pursuant to section 3(a) of the Small Business Act (15 U.S.C. 632(a)).

`(4) The term `small business concern owned and controlled by socially and economically disadvantaged individuals' has the meaning given that term in section 8(d)(3)(C) of the Small Business Act (15 U.S.C. 637(d)(3)(C)).

`(5) The term `small business concern owned and controlled by women' has the meaning given that term in section 8(d)(3)(D) of the Small Business Act (15 U.S.C. 637(d)(3)(D)).'.

(2) The table of sections at the beginning of such chapter is amended by adding at the end the following:

`2225. Information technology purchases: tracking and management.'.

(b) TIME FOR IMPLEMENTATION; APPLICABILITY- (1) The Secretary of Defense shall collect data as required under section 2225 of title 10, United States Code (as added by subsection (a)) for all contractual actions covered by such section entered into on or after the date that is one year after the date of the enactment of this Act.

(2) Subsection (d) of such section shall apply with respect to purchases described in that subsection for which solicitations of offers are issued on or after the date that is one year after the date of the enactment of this Act.

(c) GAO REPORT- Not later than 15 months after the date of the enactment of this Act, the Comptroller General shall submit to the congressional defense committees a report on the collection of data under such section 2225. The report shall include the Comptroller General's assessment of the extent to which the collection of data meets the requirements of that section.

SEC. 813. APPROPRIATE USE OF REQUIREMENTS REGARDING EXPERIENCE AND EDUCATION OF CONTRACTOR PERSONNEL IN THE PROCUREMENT OF INFORMATION TECHNOLOGY SERVICES.

(a) AMENDMENT OF THE FEDERAL ACQUISITION REGULATION- Not later than 180 days after the date of the enactment of this Act, the Federal Acquisition Regulation issued in accordance with sections 6 and 25 of the Office of Federal Procurement Policy Act (41 U.S.C. 405 and 421) shall be amended to address the use, in the procurement of information technology services, of requirements regarding the experience and education of contractor personnel.

(b) CONTENT OF AMENDMENT- The amendment issued pursuant to subsection (a) shall, at a minimum, provide that solicitations for the procurement of information technology services shall not set forth any minimum experience or educational requirement for proposed contractor personnel in order for a bidder to be eligible for award of a contract unless--

(1) the contracting officer first determines that the needs of the executive agency cannot be met without any such requirement; or

(2) the needs of the executive agency require the use of a type of contract other than a performance-based contract.

(c) GAO REPORT- Not later than one year after the date on which the regulations required by subsection (a) are published in the Federal Register, the Comptroller General shall submit to Congress an evaluation of--

(1) executive agency compliance with the regulations; and

(2) conformance of the regulations with existing law, together with any recommendations that the Comptroller General considers appropriate.

(d) DEFINITIONS- In this section:

(1) The term `executive agency' has the meaning given that term in section 4(1) of the Office of Federal Procurement Policy Act (41 U.S.C. 403(1)).

(2) The term `information technology' has the meaning given that term in section 5002(3) of the Clinger-Cohen Act of 1996 (40 U.S.C. 1401(3)).

(3) The term `performance-based', with respect to a contract, means that the contract includes the use of performance work statements that set forth contract requirements in clear, specific, and objective terms with measurable outcomes.

SEC. 814. NAVY-MARINE CORPS INTRANET.

(a) LIMITATION- None of the funds authorized to be appropriated for the Department of the Navy may be obligated or expended to carry out a Navy-Marine Corps Intranet contract before--

(1) the Comptroller of the Department of Defense and the Director of the Office of Management and Budget--

(A) have reviewed--

(i) the Report to Congress on the Navy-Marine Corps Intranet submitted by the Department of the Navy on June 30, 2000; and

(ii) the Business Case Analysis Supplement for the Report to Congress on the Navy-Marine Corps Intranet submitted by the Department of the Navy on July 15, 2000; and

(B) have provided their written comments to the Secretary of the Navy and the Chief of Naval Operations; and

(2) the Secretary of the Navy and the Chief of Naval Operations have submitted to Congress a joint certification that they have reviewed the business case for the contract and the comments provided by the Comptroller of the Department of Defense and the Director of the Office of Management and Budget and that they have determined that the implementation of the contract is in the best interest of the Department of the Navy.

(b) PHASED IMPLEMENTATION--(1) Upon the submission of the certification under subsection (a)(2), the Secretary of the Navy may commence a phased implementation of a Navy-Marine Corps Intranet contract.

(2) Not more than 15 percent of the total number of work stations to be provided under the Navy-Marine Corps Intranet program may be provided in the first increment of implementation of the Navy-Marine Corps Intranet contract.

(3) No work stations in excess of the number permitted by paragraph (2) may be provided under the program until--

(A) the Secretary of the Navy has conducted operational testing and cost review of the increment covered by that paragraph;

(B) the Chief Information Officer of the Department of Defense has certified to the Secretary of the Navy that the results of the operational testing of the Intranet are acceptable;

(C) the Comptroller of the Department of Defense has certified to the Secretary of the Navy that the cost review provides a reliable basis for forecasting the cost impact of continued implementation; and

(D) the Secretary of the Navy and the Chief of Naval Operations have submitted to Congress a joint certification that they have reviewed the certifications submitted under subparagraphs (B) and (C) and have determined that the continued implementation of the contract is in the best interest of the Department of the Navy.

(4) No increment of the Navy-Marine Corps Intranet that is implemented during fiscal year 2001 may include any activities of the Marine Corps, the naval shipyards, or the naval aviation depots. Funds available for fiscal year 2001 for activities of the Marine Corps, the naval shipyards, or the naval aviation depots may not be expended for any contract for the Navy-Marine Corps Intranet.

(c) PROHIBITION ON INCREASE OF RATES CHARGED- The Secretary of the Navy shall ensure that rates charged by a working capital funded industrial facility of the Department of the Navy for goods or services provided by such facility are not increased during fiscal year 2001 for the purpose of funding the Navy-Marine Corps Intranet contract.

(d) APPLICABILITY OF STATUTORY AND REGULATORY REQUIREMENTS- The acquisition of a Navy-Marine Corps Intranet shall be managed by the Department of the Navy in accordance with the requirements of--

(1) the Clinger-Cohen Act of 1996 (divisions D and E of Public Law 104-106), including the requirement for utilizing modular contracting in accordance with section 38 of the Office of Federal Procurement Policy Act (41 U.S.C. 434); and

(2) Department of Defense Directives 5000.1 and 5000.2-R and all other directives, regulations, and management controls that are applicable to major investments in information technology and related services.

(e) IMPACT ON FEDERAL EMPLOYEES- The Secretary shall mitigate any adverse impact of the implementation of the Navy-Marine Corps Intranet on civilian employees of the Department of the Navy who, as of the date of the enactment of this Act, are performing functions that are included in the scope of the Navy-Marine Corps Intranet program by--

(1) developing a comprehensive plan for the transition of such employees to the performance of other functions within the Department of the Navy;

(2) taking full advantage of transition authorities available for the benefit of employees;

(3) encouraging the retraining of employees who express a desire to qualify for reassignment to the performance of other functions within the Department of the Navy; and

(4) including a provision in the Navy-Marine Corps Intranet contract that requires the contractor to provide a preference for hiring employees of the Department of the Navy who, as of the date of the enactment of this Act, are performing functions that are included in the scope of the contract.

(f) NAVY-MARINE CORPS INTRANET CONTRACT DEFINED- In this section, the term `Navy-Marine Corps Intranet contract' means a contract providing for a long-term arrangement of the Department of the Navy with the commercial sector that imposes on the contractor a responsibility for, and transfers to the contractor the risk of, providing and managing the significant majority of desktop, server, infrastructure, and communication assets and services of the Department of the Navy.

